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INTRODUCTION 

Purpose and Scope 

OpenText is committed to conducting its business ethically and in 
compliance with the letter and spirit of all applicable laws. As an 
employee, officer or director of OpenText, each one of us is 
responsible for maintaining this standard of excellence by conducting 
ourselves with Courage, Integrity, Honesty and Respect. This Policy 
has been established not only to promote such behavior but also to 
empower you to raise good faith concerns on a confidential basis and 
free from retaliation. 

This Policy is not intended to be a one-time read. This Policy and the 
other OpenText policies referenced herein are living documents that 
may be updated from time to time. As you conduct business on 
behalf of OpenText, you are encouraged to use this Policy as a 
guideline for doing the right thing. If you are ever unsure about how 
this Policy applies to you or your situation or if you have concerns or 
questions, you should seek clarification from your manager or the 
Compliance Officer as outlined herein. 

This Policy applies to all employees, officers and directors of 
OpenText Corporation and its affiliates and subsidiaries around the 
world. Adherence to this Policy is a condition of employment, and 
failure to adhere to this Policy is considered a serious violation of the 
employment relationship and may lead to disciplinary action that may 
include dismissal. 

We also expect all our vendors, contractors and partners to conduct 
themselves in a manner consistent with this Policy. 

Important Notice: This Policy and the other policies and guidelines 
described herein are not contracts of employment. OpenText does not 
create any contractual rights by issuing this Policy. 

 

 

 

Important Contact 
Information: 

Compliance Officer 
complianceofficer@opentext.com 





https://opentext.ethicspoint.com/
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You should avoid activities or relationships that may cause potential 
conflicts with your job or OpenText’s best interests or that may 
reflect negatively on OpenText's image. Furthermore, you should 
avoid acquiring financial interests in an entity that is a competitor, 
customer of or a supplier to OpenText, or that is in a partnering 
alliance with OpenText, including those entities known to you to be 
considering any such relationship. This does not apply to investments 
in mutual funds or pension plans which themselves invest in any such 
entities as part of their portfolios. 

OpenText directors and executive officers must notify the Chairman 
once he or she has determined to accept any invitation to serve on 
another corporate board or with any governmental advisory or 
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Outside Employment 

Employees are prohibited from engaging in outside business or 
employment if doing so competes with, conflicts with, or 
compromises the Company’s interests, adversely affects your job 
performance at OpenText, requires a commitment of time during 
your regularly scheduled or expected work hours, materially 
interferes with the time or attention you are expected to devote to 



https://central.opentext.com/policies-processes/global-compliance-policies/anti-corruption-policy/
https://central.opentext.com/policies-processes/global-compliance-policies/anti-corruption-policy/
http://central.opentext.com/1593.htm
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identification numbers before they can be imported or exported; and 
(ii) restrict or prohibit activities with, in, involving, or relating to certain 
countries
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are responsible for ensuring such disclosure is made in accordance 
with any such non-disclosure agreement and this Policy.  

You occupy a position of trust within the Company. Never disclose 
confidential information in any form (e.g., records, reports, financial 
and sales information, project details, acquisitions or plans involving 
OpenText or its customers, suppliers, or competitors, such as 
customer names that have not been publicly announced) to an 
outside party or to an employee who does not have authorized 
access. Use of confidential information for personal gain or to 
influence business transactions is not permitted. 

Confidential information should only be discussed in a secure 
environment and only amongst employees with authorized access 
and on a “need to know” basis. Care should be taken while having 
business discussions in public environments such as on airplanes, 
elevators, in restaurants and other public venues that are not 
considered secure. 

If you receive an external request for confidential OpenText 
information, refer such requests to the ELT member responsible for 
your department. If a government agency has issued notice that by 
law it is required to release confidential OpenText information to a 
third party, you must escalate the matter by providing written notice 
to the ELT member responsible for your department, the Compliance 
Officer, and OpenText Legal Counsel prior to the release of the 
information. 

You must safeguard confidential documents, laptop computers, and 
other OpenText property that is required to be taken outside the 
workplace for legitimate business reasons. 

Regarding matters of litigation, or potential litigation, the details must 
be forwarded to the Law Department without delay. 

Nothing in this Policy or the other policies of the Company prevents 
or prohibits any employee from (1) making any disclosure of relevant 
and necessary information or documents in connection with any 
charge, action, investigation, or proceeding, or as required by law or 
legal process; or (2) communicating with, responding to any inquiries 
from, providing testimony before, providing confidential OpenText 
information to, reporting possible violations of law or regulation to, 
filing a claim with, or assisting an investigation with a self-regulatory 
authority or a local, state, provincial or federal government agency or 

Q: Can I work from home on my 
personal computer? 
 
A: No. You must only work from 
a secure workstation. Contact 
your manager if you wish to 
work from home and OpenText 
IT can set you up with a secure 
home office workstation. 

Q: I am in Marketing. I’m 
working on a press release, and I 
want to describe the success 
that one of our biggest 
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commission, or from making other disclosures that are protected 
under the whistleblower provisions of a state, provincial or federal 
law or regulation. You do not need prior authorization of the 
Company to undertake such conduct, and you do not need to notify 
the Company that you have undertaken any such conduct. 

NOTICE TO U.S.-BASED EMPLOYEES OF IMMUNITY FROM 
LIABILITY FOR CONFIDENTIAL DISCLOSURE OF A TRADE 
SECRET TO THE GOVERNMENT OR IN A COURT FILING:  
Notwithstanding anything herein to the contrary, under the Federal 
Defend Trade Secrets Act of 2016, an individual (U.S.-based employee) 
may not be held criminally or civilly liable under any Federal or State 
trade secret law for the disclosure of a trade secret that (A) is made 
(i) in confidence to a Federal, State, or local government official, either 
directly or indirectly, or to an attorney; and (ii) solely for the purpose 
of reporting or investigating a suspected violation of law; or (B) is 
made in a complaint or other document filed in a lawsuit or other 
proceeding, if such filing is made under seal.  An individual who files 
a lawsuit for retaliation by an employer for reporting a suspected 
violation of law may disclose the trade secret to the attorney of the 
individual and use the trade secret information in the court 
proceeding if the individual files any document containing the trade 
secret under seal and does not disclose the trade secret except 
pursuant to court order.  Nothing herein is intended, or should be 
construed, to affect the immunities created by the Defend Trade 
Secrets Act of 2016. 

Data Privacy 

OpenText regards the lawful and correct treatment of personal 
information as very important to perform its functions successfully 
and efficiently, and to maintain the confidence of its customers and 
partners. Many countries have laws protecting personally identifiable 
information (“PII”). PII can include an individual’s name, telephone 
numbers, social security number, email addresses or home address. 
Certain PII, including, but not limited to, information about an 
individual’s medical records, financial records, employment history, 
religious background, political affiliations or sexual orientation may be 
subject to additional legal protections. 

All PII should be considered confidential information and should be 
treated as such according to this Policy. You are required to handle, 
store and dispose of PII in compliance with the relevant laws that 

Q: I am in Professional Services, 
and I am on-site for a large 
customer in the health 
insurance industry. I don’t need 
any PII to perform my duties. 
Do I need to worry about data 
privacy rules in this Policy? 
 
A: Yes. You should always 
consider how the guidelines in 
this Policy affect you. You 
should always limit your access 
to PII. OpenText 
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apply to the information. To the extent possible, you should limit your 
exposure and access to PII. You should only access PII to the extent 
necessary to perform your job duties. 

Please review OpenText’s Global Information Security Policy for 
more information on this important topic. If you suspect PII is being 

http://central.opentext.com/3274.htm
mailto:complianceofficer@opentext.com
https://opentext.ethicspoint.com/
http://central.opentext.com/3274.htm
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trademarks or copyrights you should check with the Law 
Department. More information about authorized use of OpenText’s 
logos, trademarks and copyrights is available on OpenText’s website. 

In addition to protecting OpenText’s IP, you must also respect the 
intellectual property rights of others. OpenText will not knowingly 
use the intellectual property of a third party without permission. This 
means you should not use software or other copyright-protected 
content without a proper license to do so. You may only use licensed 
materials in conformity with the terms and conditions of the 
applicable license agreement. 

If you suspect the IP rights of OpenText or a third party have been 

http://www.opentext.com/2/global/site-copyright.html


16 

 

Dealing with Competitors 

You are forbidden from sharing information with competitors about 
matters such as our pricing and conditions of sale, costs, our products 
and service offerings, market conditions or other confidential 
information, from which competitors could gain benefit over 
OpenText or that would violate this Policy. In order to avoid violating 
this Policy or giving the appearance of impropriety, you should use 
extra caution when interacting with competitors. You must only 
accept, read, use or obtain information about competitors through 
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SOCIAL RESPONSIBILITY 

Our business operations are conducted in ways that respect human 
rights, support our workforce, and interact with our clients and 
suppliers with integrity.  

Anti-Human Trafficking  

OpenText is committed to taking action against human trafficking, 
child labor and forced labor in our operations and supply chain. 
OpenText employees are prohibited from engaging in trafficking in 
persons, which includes but is not limited to the illegal movement of 
people, trafficking in persons, sexual exploitation, and the use of 
forced or child labor of any form. Any employee believing he or she 
has been a victim of human trafficking, child labor or forced labor, or 
has knowledge of such offenses should report any such incident to 
his or her manager, the next level of management, Human Resources 
or the Compliance Officer. 



18 

 

Books and Records 

OpenText is committed to providing full, fair, accurate, timely, and 
understandable disclosure in all public communications including the 
reports and documents that it files with the United States Securities 
and Exchange Commission and other applicable regulatory bodies. 

You should never modify records, omit important information or 
make statements that are intentionally misleading, including, but not 
limited to creating or maintaining undisclosed or unrecorded funds of 
money or other assets. All OpenText 

https://central.opentext.com/policies-processes/approvals-signing-authorities/
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Preventing Theft and Fraud 

We all understand that theft means taking something that doesn’t 
belong to you without permission. It is unlawful to take, use or 
disclose Company property for your personal benefit for the benefit 
of third parties including former employees of OpenText.  This 
includes Company computers, phones, supplies, intellectual property 
and other confidential and proprietary information.  It is also 
prohibited to disburse funds, dispose of assets, or commit the 
Company to liabilities without proper authorization.  

Theft can also be perpetrated by taking someone else’s tangible 
property or money, or by committing fraud. Fraud is intentionally 
misleading someone in order to make them do (or not do) something 
based on the misleading statements or actions you made and which 
results in that person sustaining economic harm. OpenText does not 
tolerate theft or fraud. Individuals who commit theft or fraud will be 
disciplined and may face criminal prosecution or civil penalties. 

No Money Laundering or Terrorist Financing 

Money Laundering is the process of concealing illegitimate funds by 
moving them through legitimate businesses, in other words, washing 
dirty money through clean companies. A related concern is the use 
of legitimate funds to finance or support terrorist groups or activities. 
Money laundering and terrorist financing are illegal. You must never 
knowingly participate directly or indirectly in money laundering or 
terrorist financing. Report suspicious activity, such as requests to 
transfer funds to or from countries or companies unrelated to your 
particular transaction, to the Compliance Officer immediately. 

Corporate Giving 
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objectives. If you are contacted by a member of the media, a 
securities analyst or investor for a comment on behalf of OpenText, 
you should refer them to OpenText Public Relations at 
publicrelations@opentext.com. 

RESPECT 

OpenText is committed to maintaining a work environment that is 
grounded in respect for each individual and their personal dignity. 
This includes creating a work environment that is safe and a company 
culture that promotes success for all OpenText employees. 

No Discrimination and No Harassment: 

Each individual has the right to work in a professional organization 
that promotes equal opportunities and prohibits discriminatory 
practices. Discrimination means placing someone at a disadvantage. 
You cannot discriminate against someone based on their race, 
ancestry, religion, place of origin, color, ethnic origin, citizenship, 
creed, gender, gender identification, pregnancy, sexual orientation, 
age, marital status, veteran status, family status, mental or physical 
disability, genetic information, social conditions, political belief or any 
other basis protected by applicable laws. 

Harassment is a form of discrimination. Harassment can take on many 
forms including jokes, slurs, unwelcome touching, assault, threats, 
unwelcome requests for sexual favors or dates, and derogatory 
comments, gestures, cartoons, photographs. 

Harassment and discrimination are illegal and strictly prohibited. Any 
form of harassment or discrimination is unacceptable and will not be 
tolerated by OpenText. Violation of this policy could result in 
immediate termination. You are required to comply with all laws and 
Company policies regarding discrimination and harassment. 
Employees are required to review OpenText’s Respect in the 
Workplace Policy and other applicable OpenText policies related to 
discrimination and harassment. 

mailto:publicrelations@opentext.com
https://central.opentext.com/my-hr-information/employment-and-related-policies/respect-in-the-workplace-policy/
https://central.opentext.com/my-hr-information/employment-and-related-policies/respect-in-the-workplace-policy/
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abuse is to educate its employees regarding the medical and 
psychological hazards of substance abuse. 

All employees are required to review OpenText’s Drug - 

https://central.opentext.com/my-hr-information/employment-and-related-policies/drug-and-alcohol-free-workplace-policy/
https://central.opentext.com/my-hr-information/employment-and-related-policies/drug-and-alcohol-free-workplace-policy/
https://central.opentext.com/my-hr-information/employment-and-related-policies/equity-diversity-and-inclusion-policy/
https://central.opentext.com/my-hr-information/employment-and-related-policies/equity-diversity-and-inclusion-policy/
http://central.opentext.com/315.htm
https://intranet.opentext.com/intranet/llisapi.dll/fetch/2001/18828385/3077721/169585619/169618931/176467830/213477179/213470967/-/OpenText_Global_Employee_Privacy_Policy_English.pdf?nodeid=213479755&vernum=-2
https://intranet.opentext.com/intranet/llisapi.dll/fetch/2001/18828385/3077721/169585619/169618931/176467830/213477179/213470967/-/OpenText_Global_Employee_Privacy_Policy_English.pdf?nodeid=213479755&vernum=-2
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Company access to individual employee systems will be managed in 
accordance with local legislation and OpenText will cooperate fully 
with local, state/provincial and federal authorities in any investigation 
concerning or related to any illegal activities and activities not in 
compliance with Company policies conducted through the Company 
network. Employees should be aware that data and other materials 
in files maintained on the network may be subject to review, 

http://central.opentext.com/1021.htm
http://central.opentext.com/1021.htm
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Corporate Governance and Nominating Committee who will 
promptly convene a meeting of the Corporate Governance and 
Nominating Committee to review the suspected violation. 

If you are contacted by OpenText personnel who are investigating a 
suspected violation, your full cooperation is required, and you must 
always provide truthful, complete and accurate information. If you 
are contacted by an external investigator, you must notify the Law 
Department immediately. You must never alter or destroy documents 
or evidence, breach the confidentiality of, or otherwise compromise 
or interfere with any investigation. 

Deliberations of the Corporate Governance and Nominating 
Committee and of the Ethics Committee will be conducted with 
professionalism and decisions will be documented. Findings may also 
be shared with the reporting employee as appropriate at the sole 
discretion of the Compliance Officer in compliance with local law. 

Disciplinary action for violation of this Policy will correspond to the 
gravity of the offense. If you violate this Policy, appropriate corrective 
action will be taken, which may include loss of access to system 
accounts and/or other disciplinary action up to and including 
termination of employment. 

Compliance Officer and Ethics Committee 

The Compliance Officer shall report to the Chief Legal Officer & 
Corporate Secretary. The Chief Legal Officer shall chair the Ethics 
Committee, which is composed of at least three people. The Ethics 
Committee will have one representative from the Law Department, 
one representative for Human Resources, and one representative 
from the Finance Department. Members of the Ethics Committee 
may be rotated each fiscal year. The Ethics Committee is responsible 
for communicating this Policy and assisting the Corporate 
Governance and Nominating Committee in administering this Policy. 

The Ethics Committee will meet at least quarterly, and the Chair of 
the Ethics Committee will convene special meetings if required. 

Waivers of this Policy 

OpenText does not expect that waivers of this Policy will be granted. 

Only the Board of Directors or a Committee of the Board of Directors 
may grant a waiver of any provision of this Policy. OpenText officers 
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and directors must submit a request for such a waiver to the 
Corporate Governance and Nominating Committee of the Board of 
Directors in writing. If you are not an officer or director, you must 
submit a request for a waiver to the Compliance Officer. OpenText 

http://central.opentext.com/75.htm
mailto:complianceofficer@opentext.com
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Appendix A 

Report Incident Flowchart 
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